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Question 1: Give an example of terminology that could be confusing between a digital forensic expert, a lawyer, judge, and potential jurors.   
In your opinion, how could this potential issue be reduced? Can we ever eliminate this issue?

A minimum of 250 words APA format  4 source of reference and cite at least 2 of the listed reading list below in your write up. No plagiarism double spaced. In text citation  

Question 2: Why is testifying and/or writing a report such a critical part of the computer forensics experts job?  
In your opinion, which one is more important -- testifying or writing a report?
A minimum of 250 words APA format  4 source of reference and cite at least 2 of the listed reading list below in your write up. No plagiarism double spaced. In text citation  


Question 3 Provide two examples of how you could present a technical term to a nontechnical courtroom audience.  
You may choose two different technical areas or provide two different examples for the same technical item.
A minimum of 250 words APA format  4 source of reference and cite at least 2 of the listed reading list below in your write up. No plagiarism double spaced. In text citation  













Reading list 

1. BCC STEM Speaker Series- David Papargiris - Digital Forensics
https://www.youtube.com/watch?v=_GYaYN_nE7Q
2. How to Incorporate Expert Testimony
https://www.boundless.com/communications/textbooks/boundless-communications-textbook/supporting-your-ideas-9/using-testimony-48/how-to-incorporate-expert-testimony-196-4203/
3. Computer Forensic Tool Testing Program
http://www.cftt.nist.gov/Methodology_Overview.htm
4. Computer Forensics Tool Catalog
http://toolcatalog.nist.gov/
5. Test Results for Electronic Crime Tools
http://www.nij.gov/publications/pages/publication-list.aspx?tags=Electronic%20Crime%20-%20Cybercrime
6. Digital Data Acquisition Tool Specification
http://www.cftt.nist.gov/Pub-Draft-1-DDA-Require.pdf
7. Forensic Examination of Digital Evidence: A Guide for Law Enforcement
http://www.ncjrs.gov/pdffiles1/nij/199408.pdf
8. Digital Evidence and Forensic Readiness
http://drops.dagstuhl.de/opus/volltexte/2014/4549/pdf/dagrep_v004_i002_p150_s14092.pdf
9. Investigating and Prosecuting Cyber Crime: Forensic Dependencies and Barriers to Justice
http://www.cybercrimejournal.com/Brown2015vol9issue1.pdf
10. Computer Printouts as Legal Evidence
http://ezproxy.umuc.edu/login?url=http://search.ebscohost.com/login.aspx?direct=true&db=edselc&AN=edselc.2-52.0-79955452166&site=eds-live&scope=site
11. Certifiable Evidence
http://ezproxy.umuc.edu/login?url=http://search.ebscohost.com/login.aspx?direct=true&db=f5h&AN=31125278&site=eds-live&scope=site
12. Organizational Handling of Digital Evidence
http://ezproxy.umuc.edu/login?url=http://search.ebscohost.com/login.aspx?direct=true&db=i3h&AN=54710809&site=eds-live&scope=site

